|  |
| --- |
|  |

**Email 1:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Safe | 1. This email is a casual conversation between friends / colleagues . 2. There is no malicious attachment / link 3. There is no other malicious content that may cause harm to the reciever . |

**Email 2:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Malicious | 1. The name of the recepient is not mentioned . 2. The mail is from a different name – Venture.ru but it says Customer Service at the end . 3. The URL is created by hyperlink text . 4. Microsoft will not a send an e-mail to the user to recieve document through emails every time . 5. This seems like a phishing attack wherein the user may collect all the important documents that might be uploaded in this link . 6. If the mail is official there would not be so many spelling and grammatical errors . |

**Email 3:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Malicious | 1. The URL mentioned is clearly fake . 2. This can be used to get the credentials of the user . 3. The b in facebook URL is different and the original facebook URL may not have the same . 4. .opt is generally used for installation and here if the user clicks on the URL it may download a malicious file . |

**Email 4:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Safe | 1. It is a forward mail 2. The mail is sent to himself and since it just contains an advertisment it is not unsafe . |

**Email 5:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Malicious | 1. This mail tries to be a serious and professional email. 2. The sender mentions that he is working on a highly classified information and he is revealing the same . 3. It also says it is a temporary account and a government agent will never contact anyone in this manner . 4. The sender also asks for credentials which tells us this is definetly malicious . |

**Email 6:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Safe | 1. The email has no URL or attachments . 2. This email is very professional discussing the proceedings of work . 3. The discussion is a clear reply to the mail sent by another person of the same company . 4. The email ids and logos look ethical and professional . |

**Email 7:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Malicious | 1. The email has not content except an URL . 2. The email id also looks suspicious 3. The link desnot look safe as it has php part of an unknown web page . 4. This seems like a case of advertisement phishing attack . |